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In the Security Outcomes Report, Volume 3: Achieving Security Resilience, 

Cisco Secure explores seven data-backed success factors organizations can 

implement to boost cyber resilience. By analyzing data collected from over 

4,700 security professionals across 26 countries, we set out to identify the vital 

organizational, IT and security components businesses of all sizes need to move 

toward greater resilience in the face of emerging threats. In this cybersecurity 

report, you will discover what security resilience means, why it’s important, and 

how businesses are ranking their own resilience. You will also find 

actionable insights to strengthen your cybersecurity strategy amidst the rapid 

and often disruptive changes of today’s business environment. 


